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Knowledge Sharing by One Point Lesson (OPL)
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A high-severity alert has been triggered

Phish delivered due to tenant or user override

Severity: — High

‘Time: a1722/2021

Activity: Protection

Details: 1 message hit on 2acc-43aa-a943-0807333435ace- 1065783939474734-1, sent by Unknown to at ime 012272021 9:22 PK.

View alert details

Thank you,
The Office 363 Team

=’ Microsoft

2. svianuResUaanny
o Tdswariudinsn (nausaan fsnys Ruw)
o athldsvatmansd
o Un 2FA (Two-Factor Authentication) 101 Uale

\iu SWaHuTiug 123856789 SaruTiA Pu@syl#78248H

:8 Password ?

:8 Yc4gwy8@ *




3.a579%0U URL Raulddoyadity nsnsraaeufiegiivled (URL) Aouiliznsendeyad iy el
wlaindudvlesvesssuarllddiuladuasuiiadetunniievasnans

o gliAdnaulediduvassdualil

o 79819 URL: B \Iuase: https//mwww.sch.co.th

. x Vuuasu: https://scb-online.net D) https://www.scb.co.th.fake.com

- Soasiedeu: "gloreu [ wih URL, asnaderiulyalign,

sﬁu Uo215W! s8avinaSuluduasy

e URL Dnisa:nafuvan Aaund
wsu BangkOkbank.com 132
globangkokbank.net

9 Ex g lﬁamﬂ_aqadgsﬂndﬂﬁ

s:3v Sulud -
suimsngoinwuasy B mistdmuna:beinsaiRuwan
#SoRa fomulneua:Sonqu

UsquuRagiSuluduavsuims 4 URL dodAa

www.bangkokbank.com www.bangkokbank.co.th
www.bangkokbank.net www.bbl.co.th

fodrinliudl nowulnriReadunissnunanulasaiy
tumsid3uToduavsuims [Usadade Uakadviwu Ins. 1333

4. szlinszianisuyidoyauu Social Media n1silamadayaduianniiuliuulutsaiiiiens
wlugnisgnliuszlavivseviniele
(] oy v o -] ¥ o w b2 "
o s tawmedayanermirluldiniela : Location
ar | o o 5 a P ) 4 a .
o fnadrenimsuanides: "Ulnsussrivy, henedeuse, ticket 1w3osdu

e FaNAr9¥: "UannsAumnanniuesivg, dalwadilu Friends Only”



| 4

1. AwidsInnmisuendgd 2. nasuwsns=31udayauaau

5. Towrunfinona ustAny




